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STRESZCZENIE

Przedmiotem niniejszego artykutu jest problematyka przetwarzania danych osobowych przez
adwokatow. W duzej czesci rozwazania skoncentrowano na ustaleniu statusu adwokata na gruncie
ustawy z dnia 29 sierpnia 1997 1. o ochronie danych osobowych. Podj¢to probe wskazania, kiedy
adwokat pelni role administratora danych, a kiedy osoby, ktérej administrator powierzyt przetwa-
rzanie danych w trybie art. 31 ustawy. Omowiono przestanki przetwarzania danych osobowych oraz
obowiazki cigzace na adwokatach w zwigzku z przetwarzaniem tych danych. Zwrdcono tez uwage
na konsekwencje, jakie niesie na gruncie ustawy o ochronie danych osobowych obowiazek zacho-
wania przez adwokatow tajemnicy zawodowej (kwestia obowigzkow informacyjnych, zabezpiecze-
nia danych czy kontroli GIODO). W konkluzji podkreslono, ze przepisy dotyczace ochrony danych
osobowych sg nieprzystosowane do warunkow, w ktorych adwokaci wykonuja swoj zawdd, z czego
wynikaja trudnosci w stosowaniu si¢ do obowigzkdéw plynacych z tych przepisow.

Stowa kluczowe: ochrona danych osobowych; przetwarzanie danych osobowych; administra-
tor danych osobowych; tajemnica adwokacka

WPROWADZENIE

Zawod adwokata polega na $wiadczeniu pomocy prawnej, a w szczegdlno-
$ci na udzielaniu porad prawnych, sporzadzaniu opinii prawnych, opracowywa-
niu projektow aktéw prawnych oraz wystepowaniu przed sadami i urzedami'. We
wszystkich tych wypadkach adwokat ma do czynienia z danymi osobowymi swo-
ich klientdéw, przeciwnikow procesowych, innych osob zwigzanych z prowadzo-

UArt. 4 ust. | ustawy z dnia 26 maja 1982 r. — Prawo o adwokaturze (t.j. Dz.U. z 2016 r., poz.
1999 z p6zn. zm.), dalej jako: POA.
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ng sprawa, a takze osob przez niego zatrudnionych. Trzeba zada¢ pytanie, jakie
obowigzki cigza na adwokatach w zwigzku z przetwarzaniem danych osobowych.
Niniejszy artykut ma na celu udzielenie na nie odpowiedzi oraz sg tu podnoszone

inne kwestie, ktore sg zwigzane z tg kwestig.

STATUS ADWOKATA W SWIETLE USTAWY Z DNIA 29 SIERPNIA 1997 R.

O OCHRONIE DANYCH OSOBOWYCH

Zgodnie z art. 3 ustawy z dnia 29 sierpnia 1997 r. o ochronie danych osobo-
wych?, okreslajacym zakres podmiotowy stosowania tej ustawy, ma ona zasto-
sowanie m.in. do o0sob fizycznych i oséb prawnych, a takze jednostek organi-
zacyjnych niebgdacych osobami prawnymi, jezeli przetwarzaja one dane osobo-
we w zwigzku z dziatalnoscig zarobkowa lub zawodowg oraz majg siedzibe albo
miejsce zamieszkania na terytorium Rzeczypospolitej Polskiej, albo w panstwie
trzecim, o ile przetwarzajg dane osobowe przy wykorzystaniu srodkow technicz-

nych znajdujacych si¢ na terytorium Rzeczypospolitej Polskie;j.

Zgodnie z art. 4a POA adwokat wykonuje zawod w kancelarii adwokackie;j,
w zespole adwokackim, w spotce cywilnej albo w osobowej spotce handlowe;,
przy czym wytacznym przedmiotem dziatalnosci takiej spotki musi by¢ swiadcze-
nie pomocy prawnej. Majac na uwadze réznorodnos¢ form wykonywania zawodu
przez adwokatow, podmiotami, do ktorych ma zastosowanie ODQO, sg: a) adwoka-
ci wykonujacy zawod w kancelarii indywidualnej, b) adwokaci-wspolnicy spotek
cywilnych oraz osobowych spotek handlowych, ¢) adwokaci-cztonkowie zespo-
low adwokackich oraz d) jednostki organizacyjne, w ktorych adwokaci wykonu-
ja zawad, tj. spotki osobowe prawa handlowego i zespoty adwokackie®. Zar6wno
w odniesieniu do adwokatow-osob fizycznych, jak i ,,adwokackich” jednostek or-
ganizacyjnych spelniony jest ustawowy wymog przetwarzania przez te podmio-
ty danych osobowych w zwigzku z dziatalnoscig zarobkowsg i zawodowa. Oczy-
wiscie spetniony roéwniez musi by¢ warunek ,,terytorialny” (siedziby lub miejsca

zamieszkania)*,

2Tj. Dz.U. 22016 1., poz. 922 z p6zn. zm., dalej jako: ODO.

3 Spolki osobowe sg tzw. utomnymi osobami prawnymi, majg zdolno$¢ prawng oraz zdolno$é
do czynnosci prawnych (art. 8 § 1 Kodeksu spotek handlowych), natomiast zespoty adwokackie

maja, zgodnie z art. 10 POA, osobowo$¢ prawng.

4 Nalezy w tym miejscu zauwazy¢, ze ODO bedzie miata zastosowanie rowniez do prawnikow
zagranicznych wykonujacych w Rzeczypospolitej Polskiej stala praktyke na zasadach okreslonych
w ustawie z dnia 5 lipca 2002 r. o $wiadczeniu przez prawnikéw zagranicznych pomocy prawnej
w Rzeczypospolitej Polskiej (t.j. Dz.U. 22016 ., poz. 1874 z pdzn. zm.). Zgodnie z art. 1 ust. 2 tej usta-
Wy pomoc prawna oznacza dziatalno§¢ w zakresie odpowiadajacym uprawnieniom adwokata lub rad-
cy prawnego i obejmuje w szczegdlnosci udzielanie porad prawnych, sporzadzanie opinii prawnych,

opracowywanie projektéw aktow prawnych oraz wystgpowanie przed sadami i urzgdami.
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Podmioty zobowigzane do stosowania ustawy moga wystgpowaé w roznym
charakterze, m.in. jako administrator danych albo podmiot, ktoremu administrator
danych powierzyt ich przetwarzanie na podstawie art. 31 ODO. W zalezno$ci od
tego, jaka role przypiszemy adwokatowi, rozne begda jego obowigzki.

Administratorem danych jest organ, jednostka organizacyjna, podmiot lub
osoba, do ktérych ma zastosowanie ODO, jezeli decyduje o celach i $rodkach
przetwarzania danych osobowych (art. 7 pkt 4 ODO)>. Jaki jest status adwokata,
ktory przetwarza dane osobowe?

Jesli chodzi o dane osobowe pracownikow adwokata (niezaleznie od podsta-
wy zatrudnienia), to nie ma watpliwosci, ze adwokat (spotka osobowa, zespot
adwokacki) jako pracodawca (zleceniodawca) decyduje o celach i §rodkach prze-
twarzania tych danych osobowych, jest wigc administratorem danych®.

Co jednak z danymi osobowymi klientéw adwokata oraz innych os6b (prze-
ciwnikow procesowych, uczestnikOw postepowania, swiadkow, biegtych itd.)?
Prima facie wydaje si¢, ze adwokat, dziatajac w ramach pelnomocnictwa czy upo-
waznienia do obrony, jest osoba, ktora przetwarza wskazane dane osobowe na zle-
cenie klienta, ktory decyduje o celu i srodkach przetwarzania tych danych. Spojrz-
my jednak do art. 31 ust. 1 ODO. Zgodnie z tym przepisem administrator danych
moze powierzy¢ innemu podmiotowi, w drodze umowy zawartej na pismie, prze-
twarzanie danych. Jesli chodzi o dane osobowe klienta, to podkresli¢ nalezy, ze
nie mozna by¢ administratorem wtasnych danych osobowych. Adwokata trzeba
wigc uznac za podmiot, ktory zbiera dane osobowe bezposrednio od osoby, kto-
rej one dotycza, a w konsekwencji za administratora tych danych. Jesli za§ cho-
dzi o informacje odnoszace si¢ do innych osob, ktore uzyskiwane sg od klienta,
to nalezy rozwazy¢ dwie sytuacje: 1) klient jest osoba fizyczna, ktora przetwarza
dane osobowe wylacznie w celach osobistych, 2) klient jest jednym z podmiotow,
o ktorych mowa w art. 3 ODO.

W pierwszej sytuacji ODO, ze wzgledu na wylaczenie zawarte w art. 3a ust. 1
pkt 1 tej ustawy, nie bedzie miata zastosowania w stosunku do klienta adwokata.
Udostepnienie adwokatowi przez klienta danych oséb trzecich nalezy w takiej

5 Jak podkresla A. Drozd (Ustawa o ochronie danych osobowych. Komentarz. Wzory pism
i przepisy, Warszawa 2006, s. 67), administrator danych to podmiot, ktdory we wlasnym imieniu
faktycznie podejmuje decyzje o celach i $rodkach przetwarzania danych i ponosi za te decyzje
odpowiedzialno$¢ administracyjng. Administrator sprawuje wladztwo nad przetwarzaniem danych,
ale nie musi ich posiada¢. Zob. G. Sibiga, Postepowanie w sprawach ochrony danych osobowych,
Warszawa 2003, s. 54. Zob. tez: G. Karp, Administrator danych osobowych — podmiot decydujqcy
o celach i srodkach przetwarzania danych, ,,Palestra” 2011, nr 1-2, s. 62—63. Za cele nalezy uwazaé
wartosci, dla urzeczywistnienia ktorych dochodzi do przetwarzania danych osobowych, natomiast
decydowanie o $rodkach przetwarzania danych oznacza dokonywanie wyboru technicznych spo-
sobow tego przetwarzania. Zob. P. Barta, P. Litwinski, Ustawa o ochronie danych osobowych. Ko-
mentarz, Warszawa 2013, s. 103.

¢ Zob. P. Barta, P. Litwinski, op. cit., s. 104; P. Barta, Przetwarzanie danych osobowych
w kancelariach radcow prawnych, ,Radca Prawny” 2011, nr 119 (dodatek naukowy), s. 8D.
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sytuacji kwalifikowa¢ jako tzw. posrednie (wtdrne) zbieranie danych, o ktorym
mowa w art. 25 ODO. W takim wypadku trzeba uzna¢ adwokata za administrato-
ra zebranych danych, poniewaz to on bedzie decydowat o celach i §rodkach prze-
twarzania tych danych’.

W drugiej z omawianych sytuacji to klienta bedzie mozna uzna¢ za admi-
nistratora danych osob trzecich, gdyz bedac podmiotem, do ktorego stosuje sie
ODO, bedzie jednoczesnie decydowat o celach i srodkach przetwarzania danych
osobowych. Zatozenie takie pozwala rozwazy¢ dwie sytuacje. Pierwsza sytuacja:
klient powierza adwokatowi przetwarzanie danych osobowych 0sob trzecich na
podstawie art. 31 ODO w drodze pisemnej umowy?®. Adwokat w takim wypadku
nie uzyskuje uprawnienia do decydowania jednoczesnie o celach i srodkach prze-
twarzania danych’. Odnosi si¢ to np. do zlecenia adwokatowi sporzadzenia opinii
prawnej albo umowy!'’. Skoro adwokat nie staje si¢ w wyniku powierzenia danych
ich administratorem, nie cigzg na nim obowigzki przewidziane dla tego podmio-
tu w ODO, ale z jednym wyjatkiem. Ot6z adwokat bgdzie musiat zabezpieczy¢
przetwarzane dane osobowe (art. 36-39a w zw. z art. 31 ust. 3 ODO)'. Druga sy-
tuacja: klient udziela adwokatowi pelnomocnictwa do prowadzenia sprawy (cy-
wilnej, administracyjnej lub karnej) i w zwiagzku z tym przekazuje mu okreslone
informacje stanowigce dane osobowe 0sob trzecich. Adwokat, prowadzac sprawe,
decyduje zaréwno o celach, jak i srodkach przetwarzania tych danych, jest wiec
(drugim, obok klienta) administratorem danych'2.

7 Odmienne stanowisko w tej kwestii zajmuje jednak GIODO. W decyzji z dnia 1 wrze$nia
2005 r., GI-DEC-DS-280/05, wskazat on, ze ,,Kancelaria, prowadzac postepowanie sgdowe w imie-
niu i na rzecz swojego mocodawcy, jest odbiorca danych, ktory przetwarza je, dla wypetnienia praw-
nie usprawiedliwionych celow”. Zob. www.giodo.gov.pl/374/id_art/1510/j/pl [dostep: 13.10.2017].
Podobnie orzekt GIODO w decyzji z dnia 2 sierpnia 2005 r., GI-DEC-DS-233/05, www.giodo.gov.
pl/374/id_art/1505/j/pl [dostep: 13.10.2017]. Podkresli¢ trzeba, ze w obu decyzjach GIODO uznat
adwokata za odbiorce danych niebgdacego ich administratorem. Jesliby jednak przyjac, ze odbior-
ca danych jest administrator danych, ktéremu udostgpniono dane (tak trafnie P. Barta, P. Litwinski,
op. cit., s. 124), nalezy uzna¢ stanowisko GIODO za wewnetrznie sprzeczne. Udostepnienie danych
nastepuje wtedy, gdy administrator danych osobowych w sposob faktyczny przekaze badz inaczej
umozliwi zapoznanie si¢ z takimi danymi innej osobie lub podmiotowi, ktory petnic¢ bedzie w sto-
sunku do tych danych osobowych funkcje administratora danych (ibidem, s. 94).

8 Pisemna forma umowy zastrzezona jest dla celow dowodowych (ad probationem). Zob.
A. Szewc, Z problematyki ochrony danych osobowych. Cz. IlI, ,,Radca Prawny” 1999, nr 5, s. 21.
Niedochowanie tej formy moze jednak pociggnaé wydanie przez GIODO odpowiedniej decyzji
administracyjnej na podstawie art. 18 ODO. Zob. P. Barta, P. Litwinski, op. cit., s. 293.

? Zgodnie z art. 31 ust. 2 ODO podmiot, ktéremu powierzono przetwarzanie danych osobo-
wych, moze przetwarza¢ te dane wytacznie w zakresie i celu przewidzianym w umowie. Admini-
stratorem danych pozostaje podmiot, ktory powierzyt innemu podmiotowi ich przetwarzanie. Zob.
ibidem, s. 303.

19 Por. ibidem, s. 297-298.

"W tym zakresie adwokat bedzie podlegat kontroli GIODO (zob. art. 31 ust. 5 ODO).

12 Tak tez P. Barta, P. Litwinski, op. cit., s. 297. Stusznie podkre$la A. Mednis (Ustawa o ochro-
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Wyodrebni¢ trzeba tez sytuacje, w ktorych adwokat w celu udzielenia pomo-
cy prawnej zbiera informacje o osobach trzecich nie od klienta, lecz z innych zro-
det. Zbieranie takie (a wlasciwie udostepnienie danych przez ich administratora)
musi by¢ uzasadnione przepisami prawa (np. uzyskanie danych z akt ksiegi wie-
czystej'®, uzyskanie numeru PESEL, adresu zameldowania z ewidencji ludnos$ci'*
czy z akt postepowania sagdowego lub administracyjnego)’®. Jest to tzw. zbieranie
posrednie. Adwokat staje si¢ wobec tak uzyskanych danych ich administratorem.

Powyzsze rozwazania wymagaja jeszcze jednej uwagi. Dla uproszczenia uzy-
tem wczesniej stowa ,,adwokat” jako desygnatu okreslen ,,administrator danych”
albo ,,podmiot, ktéremu administrator powierzyt przetwarzanie danych”. Trze-
ba jednak wzia¢ pod uwage, ze adwokat moze wykonywa¢ zawdd w réznych
formach organizacyjnych. Kto wiec jest administratorem danych?'® Po pierwsze,
mozna przyjac, ze administratorem danych jest adwokat prowadzacy kancelarie
indywidualna, wspolnik spotki cywilnej, spotka prawa handlowego'” albo zespot
adwokacki, w ktoérych adwokat wykonuje zawod. Przy takim zatozeniu adwoka-
ta, ktory wykonuje zawod w ramach jednostki organizacyjnej, uznaé trzeba na
gruncie przepisow karnych ODO za osobg¢ ,,administrujaca danymi”'® lub ,,admi-
nistrujaca zbiorem danych”", natomiast na gruncie pozostatych przepiséw ODO

nie danych osobowych. Komentarz, Warszawa 1999, s. 18), ze przetwarzanie danych rzadko stanowi
cel sam w sobie, najczesciej jest konieczne do realizacji okre$lonych zadan; fakt, ze te zadania
sa wykonywane na zlecenie innego podmiotu, nie ma znaczenia dla uznania osoby wykonujacej
zadanie za administratora danych.

13 Zob. art. 36" ust. 4 ustawy z dnia 6 lipca 1982 r. o ksiggach wieczystych i hipotece (Dz.U.
z2017 r., poz. 1007 z p6ézn. zm.).

14 Zob. art. 46 ust. 2 ustawy z dnia 24 wrzes$nia 2010 r. o ewidencji ludnosci (t.j. Dz.U.z 2017 r.,
poz. 657 z p6zn. zm.).

15 Zob. wyrok WSA w Warszawie z dnia 30 czerwca 2006 r., I[I SA/Wa 14/06, LEX nr 21934;
wyrok WSA w Warszawie z dnia 12 kwietnia 2006 r., Il SA/Wa 20/06, LEX nr 220921.

16 Uwagi nastepujace mozna odnie$¢ odpowiednio do podmiotu, ktéremu powierzono przetwa-
rzanie danych.

17 Jak wskazuje GIODO, ,,administratorem danych osobowych wykorzystywanych w zakresie
dziatalno$ci prowadzonej przez przedsigbiorcg jest, co do zasady, przedsigbiorca. Administratorem
takich danych jest w szczegolnosci spotka z ograniczong odpowiedzialnoscia, spotka akcyjna, spot-
ka jawna czy tez spotka komandytowa. Tak wigec administratorem danych jest sama spotka prawa
handlowego, nie zas$ jej organy, osoby zasiadajace w organach tej spolki lub pelnigce w niej funk-
cje kierownicze”. Zob. www.giodo.gov.pl/385/id_art/1580/j/pl [dostep: 13.10.2017]. Zdaniem WSA
w Warszawie, wyrazonym w wyroku z dnia 10 lipca 2006 r. (I SA/Wa 955/06, LEX nr 258361),
przymiot strony w postgpowaniu administracyjnym posiada spotka jawna jako administrator da-
nych, nie za$ jej wspolnicy.

'8 Zob. art. 52 ODO.

19 Zob. art. 51 i 54 ODO. W postanowieniu z dnia 11 grudnia 2000 r. (I KKN 438/00, OSNKW
2001, nr 34, poz. 33, s. 101) SN stwierdzit, ze ,,Na gruncie ustawy o ochronie danych osobowych
administratorem danych osobowych jest jedynie ten podmiot, ktéry decyduje o celach i $rodkach
przetwarzania tych danych (art. 7 pkt 4 ustawy), natomiast administrujacym [podkr. — P.P.] —
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— za osobg upowazniong przez administratora (spotke handlowa, zespot adwo-
kacki) do przetwarzania danych. Jak juz wskazano wyzej, ta interpretacja wydaje
si¢ trafna w odniesieniu do danych osobowych pracownikow (zleceniobiorcow)
zatrudnionych przez adwokata-osobe fizyczng lub jednostke organizacyjnag®. Po
drugie, za administratora danych mozna uzna¢ adwokata-osobe fizyczna niezalez-
nie od tego, czy wykonuje zawod w kancelarii indywidualnej czy w spolce albo
zespole adwokackim. W odniesieniu do danych osobowych klienta i innych osob
zwigzanych ze sprawg, biorgc pod uwagge specyfike dziatalnosci adwokackiej, ta
interpretacja wydaje si¢ trafniejsza. Wszak to poszczegolni adwokaci decyduja
o celach i $rodkach przetwarzania danych osobowych w zwigzku z prowadzeniem
sprawy konkretnego klienta. Pelnomocnictwa lub upowaznienia do obrony udzie-
la si¢ adwokatowi, a nie spolce czy zespotowi. Trudno wyobrazié sobie, ze o ce-
lach i $rodkach przetwarzania danych mieliby decydowaé gremialnie wspdlnicy
spotki albo cztonkowie zespotu.

POJECIE DANYCH OSOBOWYCH I ICH PRZETWARZANIA

Po omoéwieniu statusu adwokatow na gruncie ODO nalezy krotko odnies¢ sie
do zakresu przedmiotowego stosowania wskazanej ustawy. Zgodnie z art. 6 ust. 1
ODO za dane osobowe uwaza si¢ wszelkie informacje dotyczace zidentyfikowa-
nej lub mozliwej do zidentyfikowania osoby fizycznej*'. Poj¢cie informacji ozna-
cza komunikaty wyrazone i zapisane w jakikolwiek sposob: znakami graficzny-
mi, symbolami, w jezyku komputerowym, na fotografii, taSmie, ptycie itd., nie-
zaleznie od sposobu, zakresu i swobody ich udostepniania, ale tez niezaleznie
od sposobu ich pozyskania??. Uzycie zwrotu ,,wszelkie informacje” stuzy pod-
kresleniu, iz w gr¢ wchodzg informacje odnoszace si¢ do kazdego aspektu oso-
by, jej stosunkoéw osobistych i rzeczowych, jej zycia zawodowego, prywatnego,

takze taki podmiot, ktory zarzadza, zawiaduje zbiorem danych (art. 50, 51, 54) lub danymi (art. 52)
w procesie ich przetwarzania, w tym i powierzonego mu w trybie wskazanym w art. 31 tej ustawy”.

2 W przypadku, gdy adwokat wykonuje zawdd w spolce cywilnej, z uwagi na to, ze spotka
tego typu nie ma podmiotowosci prawnej, administratorem danych oséb zatrudnionych w spolce sa
wszyscy wspoélnicy facznie.

21 Zgodnie z art. 6 ust. 2 i 3 ODO osoba mozliwa do zidentyfikowania jest osoba, ktorej tozsa-
mos$¢ mozna okresli¢ bezposrednio lub posrednio, w szczegdlnosci przez powolanie si¢ na numer
identyfikacyjny albo jeden lub kilka specyficznych czynnikow okreslajacych jej cechy fizyczne, fi-
zjologiczne, umystowe, ekonomiczne, kulturowe lub spoteczne. Informacji nie uwaza si¢ za umoz-
liwiajaca okreslenie tozsamosci osoby, jezeli wymagaloby to nadmiernych kosztow, czasu lub dzia-
tan. W praktyce adwokaci maja najczesciej do czynienia z danymi dotyczacymi konkretnej, ziden-
tyfikowanej osoby.

22 J. Barta, P. Fajgielski, R. Markiewicz, Ochrona danych osobowych. Komentarz, Warszawa
2011, s. 339.
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wyksztatcenia, wiedzy czy cech charakteru®. Z przepisu wynika, ze dane musza
dotyczy¢ osoby fizycznej, a wigc poza regulacja ODO pozostaja dane dotyczace
jednostek organizacyjnych. Adwokaci w swojej praktyce majg do czynienia z 16z-
norodnymi danymi osobowymi odnoszgcymi si¢ — jak juz wskazano — do ich pra-
cownikow, klientdw, 0sob zwigzanych z prowadzona sprawg. Informacje te uzy-
skuja podczas rozmowy z klientem albo z innymi osobami, a takze z dokumentéw
przekazanych przez klienta (jak umowy, oswiadczenia, korespondencja, odpisy
orzeczen sagdowych, zdjecia, nagrania dzwigku lub obrazu itp.) albo uzyskanych
z innych zroédel (wypisy 1 wyrysy z rejestru gruntow, odpisy ksiag wieczystych,
odpisy z Krajowego Rejestru Sagdowego itp.), podczas przegladania akt sprawy,
posiedzen sadowych itd. Wszystkie uzyskane informacje, o ile dotycza zidentyfi-
kowanej lub mozliwej do zidentyfikowania osoby fizycznej, stanowig dane oso-
bowe w rozumieniu ODO.

Ustawa o ochronie danych osobowych ma zastosowanie, gdy dane osobo-
we sg przetwarzane (art. 2 ust. 1 ODO). Zgodnie z art. 7 pkt 2 ODO przetwa-
rzanie danych to jakiekolwiek operacje wykonywane na danych osobowych,
takie jak zbieranie, utrwalanie, przechowywanie, opracowywanie, zmienianie,
udostepnianie i usuwanie, a zwtaszcza te, ktore wykonuje si¢ w systemach infor-
matycznych. Chodzi o wszelkie czynnosci faktyczne dokonywane na danych, po-
czgwszy od ich zbierania, konczac na ich usunieciu®*. Adwokat przetwarza dane
osobowe, uzyskujac okreslone informacje od klienta, zbierajac je samodzielnie,
sporzadzajac pisma procesowe, przegladajac akta, udostepniajac akta aplikanto-
wi lub substytutowi, ale tez po prostu je przechowujac. Istotne z punktu widzenia
ODO nie jest jednak jakiekolwiek przetwarzanie danych osobowych, lecz prze-
twarzanie ich w zbiorach danych lub systemach informatycznych (art. 2 ust. 112
ODO). Zbiorem danych jest kazdy posiadajacy strukture zestaw danych o charak-
terze osobowym, dostepnych wedtug okreslonych kryteriéw, niezaleznie od tego,
czy zestaw ten jest rozproszony lub podzielony funkcjonalnie (art. 7 pkt 1 ODO).
Nie wdajac si¢ tutaj w szersze rozwazania na temat pojecia zbioru danych osobo-
wych?, wskaza¢ trzeba, ze akta adwokackie (a raczej ich zbior dostepny wedtug
sygnatury, nazwiska czy rodzaju sprawy) mogg by¢ uznane za taki zbior?. Jezeli

2 Ibidem. Przyktadowe dane osobowe to: imi¢ i nazwisko, data urodzenia, numer PESEL,
adres zamieszkania, adres poczty elektronicznej, informacje o stanie zdrowia, natogach, sytuacji
finansowej, wizerunek osoby fizycznej, jej glos.

2 A. Drozd, Ustawa o ochronie danych osobowych..., s. 59.

2 Na ten temat zob. M. Sakowska, Pojecie ,,zbioru danych” na gruncie ustawy o ochronie
danych osobowych, ,,Radca Prawny” 2005, nr 2, s. 57-66; P. Barta, P. Litwinski, op. cit., s. 80-88.

26 Zdaniem GIODO ,,za zbiér danych mozna uzna¢ wszelkie materialy gromadzone w formie
akt, w tym sadowe, prokuratorskie, policyjne i inne zawierajace dane osobowe”. Zob. www.giodo.
gov.pl/320/id_art/979/j/pl [dostep: 13.10.2017]. W innym miejscu GIODO stwierdzit, ze ,,zbior akt
postepowania administracyjnego, zawierajac dane stron, ich adresy i1 inne informacje, spetnia te kry-
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dane osobowe przetwarzane sg w systemie informatycznym (na komputerze sta-
cjonarnym, laptopie, tablecie, smartfonie), nie musza one wchodzi¢ w sktad zbio-
ru danych, aby ODO miata zastosowanie (art. 2 ust. 2 pkt 2 ODO)?.

POWSTANIE OBOWIAZKU OCHRONY DANYCH OSOBOWYCH

Obowiazek ochrony danych osobowych powstaje z chwila facznego spehie-
nia nastgpujacych warunkéw: 1) okreslona informacja stanowi dane osobowe,
2) nastgpuje przetwarzanie danych osobowych, 3) dane przetwarza jeden z pod-
miotéw zaliczonych do zakresu podmiotowego ustawy, 4) nie zachodzi ograni-
czenie ani wylgczenie stosowania ustawy?, 5) zastosowania ustawy nie wytacza-
ja normy kolizyjne®.

SYGNALIZACJA PROBLEMU TAJEMNICY ADWOKACKIEJ

Biorac pod uwage to, co zostalo opisane wyzej, oméwienia wymaga jesz-
cze ostatnia ze wskazanych przestanek powstania obowigzku stosowania prze-
pisow ustawy o ochronie danych osobowych. Zgodnie z art. 5 ODO jezeli prze-
pisy odrgbnych ustaw, ktore odnosza si¢ do przetwarzania danych, przewiduja
dalej idacg ich ochrong, niz wynika to z niniejszej ustawy, stosuje si¢ przepisy
tych ustaw. Trafnie podkresla si¢ w doktrynie, Ze mamy tutaj do czynienia z re-
fleksem reguty lex specialis derogat legi generali. Przepis o charakterze szcze-
gélnym ma zastosowanie w takim zakresie, w jakim dotyczy przetwarzania

teria [okreslone w art. 7 pkt 1 ODO — P.P.] i wobec tego jest zbiorem danych w rozumieniu ustawy”.
Zob. Sprawozdanie GIODO z dziatalnosci za rok 1999, Druk sejmowy nr 2113 z dnia 12 lipca
2000 r., s. 16. Co do zbioru akt postgpowania przygotowawczego zob. Sprawozdanie GIODO
z dziatalnosci za rok 2001, Druk sejmowy nr 322 z dnia 8 marca 2002 r., s. 104. Zob. tez: J. Barta,
P. Fajgielski, R. Markiewicz, op. cit., s. 362-363. Inaczej uwazaja: A. Mednis, Ustawa o ochronie
danych osobowych. Komentarz, s. 27; A. Szewce, Z problematyki ochrony danych osobowych. Cz. I,
,»Radca Prawny” 1999, nr 3, s. 21.

27 Zgodnie z art. 7 ust. 2a ODO przez system informatyczny rozumie si¢ zespot wspotpra-
cujacych ze sobg urzadzen, programéw, procedur przetwarzania informacji i narzedzi programo-
wych zastosowanych w celu przetwarzania danych. Jak podkreslajg J. Barta, P. Fajgielski, R. Mar-
kiewicz (op. cit., s. 307), rozwiazanie takie stanowi wyraz uwzglednienia specyfiki przetwarzania
danych w sposob zautomatyzowany, co pociaga za sobg z jednej strony niezwykta tatwos§¢ dokony-
wania rdznego rodzaju operacji na danych osobowych, a z drugiej strony sprawia niekiedy trudno-
$ci z ustaleniem istnienia zbioru.

2 Wylaczenia i ograniczenia stosowania ODO uregulowane sg w art. 2 ust. 3 i art. 3a tej ustawy.
W konteks$cie omawianej problematyki nie majg one jednak znaczenia albo ich znaczenie jest prak-
tycznie znikome, dlatego nie zostang one opisane.

¥ Zob. T. Szewc, [w:] S. Hoc, T. Szewc, Ochrona danych osobowych i informacji niejawnych,
Warszawa 2014, s. 2.
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danych osobowych (uzupeia, rozszerza obowiazki przewidziane w ODO), na-
tomiast odnosnie do aspektow przetwarzania danych osobowych, ktérych nie re-
guluje, nalezy stosowac przepisy ODO?*. Ustawg przewidujaca dalej idaca ochro-
ng w rozumieniu tego przepisu jest Prawo o adwokaturze, ktoére w art. 6 wpro-
wadza obowigzek zachowania przez adwokata w tajemnicy wszystkiego, o czym
dowiedzial si¢ w zwigzku z udzielaniem pomocy prawnej’'. Obowigzek ten nie
moze by¢ ograniczony w czasie. POA reguluje jednak tylko fragment problematy-
ki zwigzanej z ochrong danych osobowych. W pozostatym zakresie, tzn. niezwia-
zanym z obowigzkiem zachowania tajemnicy zawodowej, adwokat podlega rezi-
mowi prawnemu przewidzianemu w ODO*. Przyjecie takiego zatozenia ma kon-
sekwencje praktyczne, o czym bedzie mowa w dalszej czgsci artykutu.

PRZESEANKI LEGALNEGO PRZETWARZANIA
DANYCH OSOBOWYCH

Z ustawy o ochronie danych osobowych mozna wyciagna¢ wniosek, ze wszel-
kie przetwarzanie danych, ktore nie jest wyraznie dozwolone, jest zakazane®.
ODO wprowadza w art. 23 1 27 tzw. ogdlne przestanki przetwarzania danych oso-
bowych, ktorych zaistnienie stanowi warunek konieczny legalnego przetwarzania
tych danych. Art. 27 odnosi si¢ do tzw. danych wrazliwych (sensytywnych), ktore
zostaly wymienione w sposob enumeratywny. Sg to informacje szczego6lnie istot-
ne dla ochrony prywatnosci osoby zainteresowanej, np. dotyczace pogladoéw poli-
tycznych, pochodzenia rasowego, przekonan religijnych, stanu zdrowia, natogow,
orzeczen wydanych w postepowaniu sgdowym lub administracyjnym. Art. 23 od-
nosi si¢ za$ do tzw. danych zwyktych, tzn. wszystkich innych niz dane wrazliwe.

30 Zob. P. Barta, P. Litwiniski, op. cit., s. 56. Por. R. Szalowski, Ochrona danych osobowych.
Komentarz do ustawy z dnia 29 sierpnia 1997 r., Zielona Gora 2000, s. 26. W wyroku z dnia 19 grud-
nia 2011 r. (I OSK 1100/11, LEX nr 1260042) Naczelny Sad Administracyjny wskazal, ze przepis
art. 5 ODO oznacza, po pierwsze, ze obowigzuje ogdlna zasada dotyczaca pierwszenstwa przepisu
szczegblnego w stosunku do przepisow ogodlnych, a po drugie, ze w takim przypadku niezaleznie od
przepisow szczegdlnych stosuje si¢ przepisy dotyczace ogolnych zasad ochrony danych osobowych
zawarte w ODO.

31 Wiasciwie chodzi tu o ochrong inaczej uksztaltowana, co trafnie zauwaza M. Swora (Tajem-
nica adwokacka w Swietle wybranych przepisow o ochronie danych osobowych, ,,Palestra” 2004,
nr 3-4, s. 85-86).

32 Przy przetwarzaniu danych osobowych nalezy w pelnym zakresie uwzglednia¢ tajemnice
zawodowe oraz ptynace z nich ograniczenia swobody dost¢pu i ujawniania informacji. Por. J. Barta,
P. Fajgielski, R. Markiewicz, op. cit., s. 334.

33 Art. 23 ust. 1 ODO stanowi, ze ,,Przetwarzanie danych jest dopuszczalne tylko wtedy, gdy
[...]”, natomiast z art. 27 ust. 2 ODO wynika, ze ,,Przetwarzanie danych, o ktorych mowa w ust. 1,
jestjednak dopuszczalne, jezeli [...]” [podkr. — P.P.].
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Przestanki okreslone we wskazanych przepisach maja charakter autonomiczny.
Moze tez doj$¢ do kumulacji wystapienia tych przestanek w konkretnej sprawie.
Zacznijmy od danych zwyktych. Przetwarzanie danych jest dopuszczalne
wtedy, gdy osoba, ktérej dane dotycza, wyrazi na to zgode. W praktyce adwo-
kackiej przestanka ta bedzie miata zastosowanie do danych osobowych klienta.
Zgodnie z art. 7 pkt 5 ODO zgoda to oswiadczenie woli, przy czym nie przewi-
dziano dla niej szczegdlnej formy. Uznac trzeba, ze klient, zawierajac z adwoka-
tem umowge o $wiadczenie pomocy prawnej, wyraza zgode na przetwarzanie jego
danych osobowych w zakresie, jaki jest potrzebny do prowadzenia sprawy. Na te
przestanke naktada si¢ druga, wynikajgca z art. 23 ust. 1 pkt 3 ODO, a mianowi-
cie konieczno$¢ przetwarzania danych osobowych do realizacji umowy, a takze
przestanki legalizujace przetwarzanie danych osobowych 0sob innych niz klient.
Jesli chodzi o dane osobowe innych 0s6b zwigzanych z postepowaniem (prze-
ciwnikow procesowych, swiadkow itd.), to zastosowanie moga mie¢ dwie prze-
stanki. Pierwsza to sytuacja, w ktorej przetwarzanie takich danych jest niezb¢dne
dla wypetnienia prawnie usprawiedliwionych celéw realizowanych przez adwo-
kata 1 nie narusza praw i wolno$ci osoby, ktorej dane dotycza (art. 23 ust. 1 pkt 5
ODO)*. Jakie moga by¢ prawnie usprawiedliwione cele adwokata? Na przyktad
wytoczenie powodztwa, sktadanie pism procesowych w toku sprawy, sktadanie
srodkow odwotawczych, wnoszenie prywatnych lub subsydiarnych aktow oskar-
zenia, sporzadzanie umow, sktadanie wnioskOw o wszczecie postepowania egze-
kucyjnego, zgloszenie wierzytelnosci itp. Drugg przestanka, znéw naktadajaca si¢
na pierwsza, jest niezbednos¢ przetwarzania danych osobowych dla zrealizowa-
nia uprawnienia lub spetnienia obowiazku wynikajacego z przepisu prawa (art. 23
ust. 1 pkt 2 ODO)*. Przepisy procesowe naktadajg przeciez na sktadajacego pi-
smo obowigzek oznaczenia stron, ich miejsca zamieszkania, siedziby, wskazania
swiadkow iich adresow do dorgczen, wskazania danych o osobie oskarzonego itd.
Jesli za$ chodzi o dane os6b zatrudnionych przez adwokata, to przestanka legali-
zujaca ich przetwarzanie s3: w przypadku umowy o pracg — art. 22' Kodeksu pra-
cy w zw. z art. 23 ust. 1 pkt 2 ODO, a w przypadku umowy cywilnoprawnej — ko-
niecznos$¢ realizacji tej umowy oraz istnienie prawnie usprawiedliwionego celu,
jakim jest prowadzenie dziatalnosci gospodarczej (art. 23 ust. 1 pkt 2 i 5 ODO)*.
Jesli chodzi o dane wrazliwe, to przestanke legalizujaca ich przetwarzanie sta-
nowig: w przypadku danych klienta — niezbednos$¢ ich przetwarzania do docho-

3* Cel przetwarzania musi by¢ usprawiedliwiony prowadzona dziatalnoscig i charakterem
administratora, przy czym nie moze by¢ sprzeczny z prawem, zasadami wspolzycia spolecznego
ani dobrymi obyczajami. Zob. A. Mednis, Ustawa o ochronie danych osobowych w orzecznictwie
sgdowym — konsekwencje dla praktyki gospodarczej, [w:] Ochrona danych osobowych. Aktualne
problemy i nowe wyzwania, red. G. Sibiga, X. Konarski, Warszawa 2007, s. 237.

35 Zob. Sprawozdanie GIODO z dzialalnosci za rok 2001, s. 97. GIODO odni6st si¢ tu do wska-
zania we wniosku o stwierdzenie nabycia spadku danych osobowych ewentualnych spadkobiercow.

36 J. Barta, P. Fajgielski, R. Markiewicz, op. cit., s. 477, 487.
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dzenia praw przed sagdem (art. 27 ust. 2 pkt 5 ODO)* oraz zgoda klienta wyrazo-
na na pismie (art. 27 ust. 2 pkt 1 ODO); w przypadku danych innych 0so6b zwigza-
nych ze sprawa — niezbednos$¢ przetwarzania do dochodzenia praw przed sadem?®,
a takze realizacja praw i obowigzkow wynikajacych z orzeczenia wydanego w po-
stepowaniu sgdowym lub administracyjnym (art. 27 ust. 2 pkt 10 ODO); w przy-
padku 0sob zatrudnionych przez adwokata — art. 22! Kodeksu pracy oraz niezbed-
no$¢ przetwarzania danych do wykonywania zadan administratora danych odno-
szacych si¢ do zatrudnienia pracownikow i innych 0sob (niezaleznie od podstawy
zatrudnienia; art. 27 ust. 2 pkt 6 ODO).

OBOWIAZKI ADMINISTRATORA DANYCH

Wyzej wskazano sytuacje wystepujace w praktyce adwokackiej, w ktorych
adwokat (wzglednie jednostka organizacyjna, w ktorej wykonuje zawod) jest ad-
ministratorem danych osobowych. Nalezy w takim razie wskazac, jakie obowigz-
ki naktada ustawa o ochronie danych osobowych na takie podmioty.

Nadrzednym obowigzkiem administratora danych jest dolozenie szczegdlnej
staranno$ci w celu ochrony interesow osob, ktorych dane dotycza (art. 26 ust. 1
ODO)¥. Ma to by¢ zatem staranno$¢ wigksza od ,,zwyklej”, ,,przecietnej” czy na-
wet ,,nalezytej”*. Z tak okreslonego ogolnego obowigzku wynikaja obowigzki
szczegotowe. Adwokat jako administrator danych powinien zapewni¢, aby dane

37 Chodzi tutaj o sady cywilne, karne, administracyjne i polubowne. Zob. P. Barta, P. Litwinski,
op. cit., s. 283. A. Redelbach (Ochrona tajemnicy zawodowej notariusza w swietle ustawy o ochro-
nie danych osobowych, ,Rejent” 2001, nr 5, s. 174) zalicza do kategorii spraw ,,przed sadem”
réwniez postgpowanie egzekucyjne prowadzone przez komornika, ktore pozostaje pod nadzorem
sadu. A. Drozd (Ustawa o ochronie danych osobowych..., s. 175) podkresla jednak, ze postgpowan
egzekucyjnych dotyczy przestanka z art. 27 ust. 2 pkt 10 ODO. Autor ten rozciaga ponadto zakres
zastosowania art. 23 ust. 2 pkt 5 ODO na postepowanie przed organami administracji publiczne;j.
Trafnie wskazuje A. Szewc (Z problematyki ochrony danych osobowych. Cz. I, ,Radca Prawny”
1999, nr 4, s. 6), ze w gre wchodzi rowniez obrona przed roszczeniami innych osob, wymagajaca
wykorzystania danych wrazliwych.

3% Adwokat moze np. w procesie o rozwdd przetwarza¢ dane osobowe pozwanego, ktore sg nie-
zbedne do inicjowania dowodow, m.in. informacje o natogu alkoholowym i niewiernosci tej oso-
by, ktére maja znaczenie dla wykazania winy w rozktadzie pozycia malzenskiego. W wyroku z dnia
5 sierpnia 2005 r. (Il SA/Wa 564/05, niepubl.) WSA w Warszawie wskazat, ze udostgpnienie przez
obronce danych o stanie zdrowia pokrzywdzonego osobie wykonujacej zawod lekarza oraz uczel-
ni medycznej w celu sporzadzenia pozaprocesowej opinii lekarskiej dotyczacej jego stanu zdrowia
oraz przetwarzanie tych danych przy sporzadzaniu tej opinii moze by¢ uznane za niezbgdne do do-
chodzenia przed sadem prawa oskarzonego do obrony.

¥ Administrator powinien dochowaé szczegblnej staranno$ci w wykonywaniu wszystkich
obowiazkéw natozonych na niego przez ODO.

40 Zob. wyrok WSA w Warszawie z dnia 5 listopada 2010 r., Il SA/WA 964/10, LEX nr 75551.
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osobowe byty: 1) przetwarzane zgodnie z prawem (zasada legalnosci)*, 2) zbie-
rane dla oznaczonych, zgodnych z prawem celow i niepoddawane dalszemu prze-
twarzaniu niezgodnemu z tymi celami (zasada zwigzania celem)*, 3) meryto-
rycznie poprawne®, 4) adekwatne w stosunku do celow, w jakich sg przetwa-
rzane*, a takze 5) przechowywane w postaci umozliwiajacej identyfikacje osob,
ktorych dotycza, nie dtuzej niz jest to niezbedne do osiagniecia celu przetwa-
rzania®®. Wskazane obowigzki majg odbicie w roszczeniach przewidzianych dla
osoby, ktorej dane dotyczg, w art. 35 ust. 1 w zw. z art. 32 ust. 1 pkt 6 ODO.
W razie wykazania przez te osobg, ze dane osobowe sa niekompletne, nieaktualne,
nieprawdziwe lub zostaly zebrane z naruszeniem ustawy albo sg zbedne do reali-
zacji celu, dla ktorego zostaty zebrane, administrator danych jest obowigzany, bez
zbednej zwloki, do uzupetnienia, uaktualnienia, sprostowania danych, czasowe-
go lub statego wstrzymania przetwarzania kwestionowanych danych lub ich usu-

4 Z zasady tej wynika w szczegdlnosci, ze administrator moze przetwarza¢ dane osobowe
tylko wtedy, gdy istnieje chociaz jedna przestanka legalizujaca to przetwarzanie. Trathie wskazuje
A. Redelbach (op. cit., s. 176), ze zasada legalnosci zbierania danych osobowych uniemozliwia ich
zbieranie w warunkach naruszenia tajemnicy zawodowej.

4 Adwokat nie bedzie mégt np. wykorzysta¢ danych klienta lub innych osob, uzyskanych
w zwiazku z udzielaniem klientowi pomocy prawnej w celach prywatnych albo w celu udzielenia
pomocy prawnej innej osobie. Zasada zwigzania celem nie jest jednak bezwzglgdna. Wyjatki od niej
wskazane sa w art. 26 ust. 2 ODO. I tak, przyktadowo, adwokat bedacy pracownikiem naukowym
bedzie mogt, pod warunkami wskazanymi w tym przepisie, przetwarza¢ uzyskane dane osobowe
w celach naukowych.

4 Informacje stanowigce dane osobowe powinny by¢ zgodne z prawda, pelne (kompletne),
a takze, na ile to mozliwe oraz uzasadnione celem przetwarzania danych, powinny odpowiadac
aktualnemu stanowi rzeczy. Zob. J. Barta, P. Fajgielski, R. Markiewicz, op. cit., s. 535.

4 Zasada adekwatnos$ci wymaga, aby dane osobowe swym rodzajem i tre§cig nie wykraczaty
poza potrzeby wynikajace z celu ich zbierania (aby byty proporcjonalne, odpowiednie do celu
zbierania). Zob. decyzjg GIODO z dnia 11 stycznia 2012 r., DIS/DEC-29/12/1717, www.giodo.gov.
pl/plik/id p/3007/j/pl [dostep: 13.10.2017]. W wyroku z dnia 27 listopada 2009 r., II SA 209/2003,
NSA wskazal, ze ,,zakres danych osobowych adekwatnych do celu przetwarzania ocenia¢ trzeba
kazdorazowo z uwzglednieniem okre§lonego stosunku prawnego, w zwiazku z ktéorym administra-
tor danych przetwarza dane osobowe”. Por. Sprawozdanie GIODO z dziatalnosci za rok 2009, Druk
sejmowy nr 3263 z dnia 14 lipca 2010 r., s. 94.

4 Bardzo czesto cel przetwarzania danych osobowych koficzy si¢ wraz z prawomocnym
zakonczeniem postgpowania. Nie jest to jednak regula, w szczegolnosci w sytuacji, gdy adwokat
zostaje umocowany do wniesienia nadzwyczajnego §rodka zaskarzenia. Zasad¢ ograniczenia cza-
sowego przetwarzania danych osobowych przez adwokata nalezy odczytywa¢ w powiazaniu z § 5
Regulaminu wykonywania zawodu adwokata w kancelarii indywidualnej lub spotkach (dalej jako:
RegWZA; tj. zamieszczony w obwieszczeniu Prezydium Naczelnej Rady Adwokackiej z dnia
7 lipca 2015 r.). Zgodnie z ust. 2 tego paragrafu adwokat powinien przechowywaé dokumenty
zwigzane z prowadzeniem sprawy przez okres 1 roku od wykonania zlecenia, chyba ze w umowie
o $wiadczenie ustug adwokackich strony postanowity inaczej. Jednak dokumenty mogace stanowic¢
podstawe odpowiedzialnosci adwokata powinny by¢ przechowywane do konca okresu przedawnie-
nia ewentualnych roszczen przeciwko adwokatowi.
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nigcia ze zbioru. W razie niedopelnienia przez administratora danych obowiazku,
o ktérym mowa wyzej, osoba, ktorej dane dotycza, moze si¢ zwroci¢ do GIODO
z wnioskiem o nakazanie dopetnienia tego obowigzku (art. 35 ust. 2 ODO).

Zgodnie z art. 33 ust. 1 ODO na wniosek osoby, ktorej dane dotycza, admi-
nistrator danych jest obowigzany, w terminie 30 dni, poinformowac¢ o przyshugu-
jacych jej prawach oraz udzieli¢, odnosnie do jej danych osobowych, informacji,
o ktorych mowa w art. 32 ust. 1 pkt 1-5a ODO*. Ze wskazanych roszczen mogg
korzysta¢ klienci adwokata i osoby przez niego zatrudnione w odniesieniu do
danych ich dotyczacych. Jezeli jednak z Zagdaniem udostepnienia informacji wy-
stepuje osoba trzecia (nie klient), ktorej dane dotycza, uzna¢ trzeba, ze adwokat
powinien odmowic spetnienia zadania ze wzgledu na wigzaca go tajemnice zawo-
dowa (o czym jest zreszta wyraznie mowa w art. 32 ust. 1 pkt 4 ODO).

W przypadku, gdy przestanka uzasadniajaca przetwarzanie danych osobo-
wych jest niezbgdnos$¢ takiego przetwarzania dla wypehienia prawnie usprawie-
dliwionych celéw realizowanych przez administratora danych, osoba, ktorej dane
dotycza, moze wnies¢ umotywowane zadanie zaprzestania przetwarzania jej da-
nych ze wzgledu na jej szczegolng sytuacje (art. 32 ust. 1 pkt 7 ODO). W prakty-
ce z takim zgdaniem mozna spotkac si¢ ze strony osoby trzeciej, ktorej dane prze-
twarzane sg na potrzeby prowadzenia sprawy. W takiej sytuacji adwokat, jezeli
uznaje zadanie za uzasadnione, powinien zaprzesta¢ przetwarzania kwestionowa-
nych danych, natomiast jesli nie podziela racji osoby zainteresowanej*’ — powi-
nien bez zbe¢dnej zwtoki przekaza¢ zadanie GIODO, ktéry wyda stosowng decy-
zj¢ (art. 32 ust. 2 ODO).

Pozostajac jeszcze chwile w kregu obowigzkow informacyjnych adwokata
(administratora danych), nalezy zwrdci¢ uwage na tres¢ art. 24 i1 25 ODO. Pierw-
szy z tych przepisow dotyczy tzw. bezposredniego zbierania danych, tzn. zbie-
rania od osoby, ktorej dane dotycza. W praktyce chodzi¢ bedzie o dane oso-

4 Chodzi tu w szczeg6lnosci o informacje dotyczace celu, zakresu i sposobu przetwarzania da-
nych zawartych w zbiorze, czasu, od kiedy przetwarza si¢ dane w zbiorze, a takze informacje o tre-
$ci przetwarzanych danych oraz o zrodle, z ktdrego dane zostaty pozyskane.

47 NajczeSciej, w zwiazku z obowiazkiem dziatania na korzy$¢ klienta, adwokat nie uzna
zadania za uzasadnione. W przepisie art. 32 ust. 1 pkt 7 ODO mowa jest bowiem o ,,szczegdlnej
sytuacji” osoby, ktorej dane dotycza. Jak podkresla si¢ w doktrynie, sytuacja taka wystapi, gdy
potrzeba ochrony prywatnosci podmiotu danych bedzie przewazata nad potrzeba przetwarzania tych
danych przez administratora. Zob. P. Barta, P. Litwinski, op. cit., s. 326. Wykorzystywanie danych
osobowych w zwigzku ze $wiadczeniem pomocy prawnej nalezy uzna¢ za wazniejsze niz ochrona
danych (zwyktych, bo do takich odnosi si¢ art. 23 ODO) osoby trzeciej. Nie mozna oczywiscie
wykluczy¢ sytuacji, w ktorej przetwarzane przez adwokata dane beda zbedne dla prowadzenia
sprawy. Wtedy nalezy uzna¢ omawiane zadanie za zasadne. R. Szatowski (op. cit., s. 136) wskazuje,
ze administrator, przekazujac zadanie GIODO, nie jest zobowigzany do przedstawienia argumen-
tacji, ktora zadecydowata o tym, ze nie zaprzestal przetwarzania danych. W przypadku adwokata ma
to szczegolne znaczenie ze wzgledu na wigzaca go tajemnice.
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bowe klienta uzyskiwane bezposrednio od niego. Ze wzgledu na to, ze klient
posiada (powinien przynajmniej posiadac¢) informacje dotyczace imienia i nazwi-
ska adwokata, adresu, pod ktorym prowadzi on dziatalnos¢, a takze celu zbie-
rania danych (udzielenie pomocy prawnej), obowiazek informacyjny ogranicza
si¢ zwykle do pouczenia o prawie dostepu do tresci danych oraz ich poprawia-
nia (art. 24 ust. 2 pkt 2 w zw. z art. 24 ust. | ODO)*. Art. 25 ODO odnosi si¢ na-
tomiast do tzw. zbierania posredniego, tzn. uzyskiwania danych z kazdego zrodta
za wyjatkiem osoby, ktdrej dane dotycza. Dotyczy¢ to bedzie danych oséb innych
niz klient. Adwokat bedzie w takim przypadku zwolniony z obowigzku informa-
cyjnego z uwagi na konieczno$¢ dochowania tajemnicy adwokackiej*.

Wskaza¢ trzeba, ze administrator danych jest obowigzany, co do zasady, zgto-
si¢ zbidr danych do rejestracji GIODO (art. 40 ODO). Czy taki obowigzek ciazy
rowniez na adwokacie? W wiekszosci przypadkow — nie. Art. 43 ODO przewidu-
je wyjatki od obowiagzku rejestracji. Przyjrzyjmy si¢ dwom z nich. Po pierwsze,
adwokat bedzie zwolniony z obowigzku rejestracji zbioru danych dotyczacych
0s0b korzystajacych z jego obstugi adwokackiej (art. 43 ust. 1 pkt 5 ODO)*. Po
drugie, adwokat nie bedzie musiat rejestrowaé zbioru zawierajacego dane osobo-
we dotyczace 0s6b u niego zatrudnionych niezaleznie od podstawy zatrudnienia,
a takze 0sob uczacych si¢ u niego (aplikantow; art. 43 ust. 1 pkt 4 ODO). Adwokat
bedzie musiat natomiast zarejestrowac zbior danych osobowych w kazdym innym
przypadku, w ktorym nie bedzie mial zastosowania art. 43 ODO, np. zbior zawie-
rajacy dane (imig, nazwisko, adres e-mail) osob, ktdre zapisaly si¢ do rozsytanego
przez adwokata newslettera o tematyce prawnej’'. Nalezy wskazac, ze w przypad-
ku zwyktych danych osobowych administrator moze rozpocza¢ ich przetwarza-
nie w zbiorze po zgtoszeniu tego zbioru GIODO, za$ w przypadku danych wraz-
liwych — po zarejestrowaniu zbioru (art. 46 ODO).

* Takie informacje powinien rowniez przekaza¢ adwokat osobie przez niego zatrudnianej,
w sytuacji uzyskiwania danych potrzebnych do realizowania obowigzkéw pracodawcy (zlecenio-
dawcy). W przypadku pracownikoéw adwokat powinien takze pouczy¢, ze przekazanie zadanych in-
formacji jest obowigzkowe, zgodnie z art. 22! Kodeksu pracy.

4 Zob. J. Barta, P. Fajgielski, R. Markiewicz, op. cit, s. 523; A. Drozd, Ustawa o ochronie
danych osobowych..., s. 148.

50 Przepis dotyczy wiec danych osobowych klienta adwokata. W odniesieniu do danych in-
nych osob zwigzanych z prowadzeniem sprawy przyjaé trzeba, ze obowigzek zgloszenia zbioru
jest uchylany przez obowiazek zachowania tajemnicy adwokackiej. Problem nie powstaje nato-
miast, gdy zbior zawiera wylacznie dane powszechnie dostepne, np. zebrane z internetu, ksigzki
telefonicznej, ksiegi wieczystej, Krajowego Rejestru Sadowego lub Centralnej Ewidencji i Infor-
macji o Dzialalnosci Gospodarczej albo gdy dane (zwykle) sa przetwarzane w zbiorze tradycyjnym
(nieinformatycznym), w takich bowiem wypadkach ODO zwalnia administratora od obowigzku
rejestracji zbioru (zob. art. 43 ust. 1 pkt 91 12 ODO).

51 Takie stanowisko odno$nie do ustugi newslettera zajmuje rowniez GIODO, www.giodo.gov.
pl/1520049/id_art/3529/j/pl [dostep: 13.10.2017].
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Kolejny obowigzek dotyczy zabezpieczenia danych osobowych®. Admini-
strator danych jest obowigzany zastosowaé $rodki techniczne i organizacyjne
zapewniajace ochrong przetwarzanych danych osobowych odpowiednig do za-
grozen oraz kategorii danych objetych ochrong, a w szczegolnosci powinien za-
bezpieczy¢ dane przed ich udostepnieniem osobom nieupowaznionym, zabraniem
przez osobg¢ nieuprawniona, przetwarzaniem z naruszeniem ustawy oraz zmiana,
utratg, uszkodzeniem lub zniszczeniem (art. 36 ust. | ODO)*. W przypadku adwo-
kata zabezpieczenie przetwarzanych danych ma szczegdlnie donioste znaczenie
z uwagi na obowiazujaca go tajemnicg zawodowa. Ma to swdj wyraz w wyni-
kajacych z art. 6 POA wewnetrznych przepisach wiazacych cztonkéw adwoka-
tury**. Administrator danych ma obowiazek prowadzi¢ dokumentacj¢ opisuja-
cg sposob przetwarzania danych oraz $rodki zapewniajace ochrong tych danych
(art. 36 ust. 2 ODO)>. Przepisy reguluja w sposob szczegotowy ochrone danych
osobowych przetwarzanych w systemie informatycznym?®. W kontekscie ochrony

52 Na temat tego obowiazku zob. szerzej: A. Drozd, Zabezpieczenie danych osobowych,
Wroctaw 2008, s. 31-87; T. Banys, J. Luczak, Ochrona danych osobowych w praktyce. Jak unikngé
btedow i ich konsekwencji prawnych, Wroctaw 2014, s. 181-220; L. Kepa, Ochrona danych oso-
bowych w praktyce, Warszawa 2014, s. 238-287. Jak wyzej wskazano, obowiazek ten odnosi sig
rowniez do podmiotu, ktoremu administrator powierzyt przetwarzanie danych osobowych na pod-
stawie art. 31 ODO.

53 Chodzi w szczegdlnosci o szyfrowanie dyskow twardych, tworzenie zaszyfrowanych ko-
pii zapasowych tych dyskow, tworzenie bezpiecznych (dtugich i skomplikowanych) haset dostepu
do komputera i ustug internetowych, uzywanie aktualnego oprogramowania, korzystanie z opro-
gramowania typu internet security. Nie mozna zapominac¢ o zabezpieczeniu smartfonow i tabletow,
z wykorzystaniem ktorych adwokaci przetwarzaja dane osobowe.

5% Zgodnie z § 19 ust. 1 Zbioru Zasad Etyki Adwokackiej i Godnosci Zawodu (Kodeks Ety-
ki Adwokackiej, dalej jako: KEA; t.j. zamieszczony w obwieszczeniu Prezydium Naczelnej Rady
Adwokackiej z dnia 14 grudnia 2011 r.) adwokat zobowiazany jest zachowa¢ w tajemnicy oraz za-
bezpieczy¢ przed ujawnieniem lub niepozadanym wykorzystaniem wszystko, o czym dowiedziat si¢
w zwigzku z wykonywaniem obowiazkoéw zawodowych. Zgodnie natomiast z § 7 RegWZA: adwo-
kat jest zobowigzany postepowac z informacjami objetymi tajemnica zawodowa adwokata w spo-
so6b uniemozliwiajacy zapoznanie si¢ z nimi osobom trzecim (ust. 1); adwokat powinien przecho-
wywac¢ dokumenty i no$niki zawierajace informacje poufne w miejscu i w sposob uniemozliwiajacy
ich zniszczenie, znieksztalcenie lub zaginigcie (ust. 2); dokumenty o szczegdlnej doniostosci,
w szczegolnosci oryginaty takich dokumentdéw, powinny by¢ starannie chronione przez adwokata
przy pomocy adekwatnych do tego sposobow zabezpieczania przed utrata lub zniszczeniem (ust. 3).
Z § 4 ust. 2 RegWZA wynika, ze lokal, w ktorym adwokat wykonuje zawod, powinien by¢ zabez-
pieczony przed dostgpem 0sob niepowotanych, zarowno w godzinach urzedowania, jak i poza tymi
godzinami. Szczegolnej staranno$ci nalezy dotozy¢ przy zabezpieczaniu pomieszczen, w ktorych
przechowywane sa dokumenty zawierajace informacje objete tajemnica adwokacka.

53 Zob. rozporzadzenie Ministra Spraw Wewngtrznych i Administracji z dnia 29 kwietnia
2004 r. w sprawie dokumentacji przetwarzania danych osobowych oraz warunkéw technicznych
i organizacyjnych, jakim powinny odpowiadac urzadzenia i systemy informatyczne stuzace do prze-
twarzania danych osobowych (Dz.U. z 2004 r., nr 100, poz. 1024), dalej jako: RozplInf.

56 Zob. § 6 i 7 RozpInf. Najwyzsze wymagania stawiane sa systemom informatycznym,
w ktorych przynajmniej jedno urzadzenie wchodzace w sktad systemu potaczone jest z siecia
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tajemnicy zawodowej, w tym ochrony przetwarzanych danych osobowych, na-
lezy wskaza¢, ze szczegdlne niebezpieczenstwo wiaze si¢ ze zdobywajacym
coraz wigksza popularno$¢ przetwarzaniem danych w tzw. chmurach (cloud
computing)®. Zwrocié trzeba takze uwage na regulaminy darmowych kont pocz-
ty elektronicznej, z ktorych bardzo cze¢sto korzystaja adwokaci, a ktore nasuwaja
watpliwosci co do bezpieczenstwa przechowywanych na nich danych’®.
Administrator danych ma obowigzek zapewni¢, aby do przetwarzania danych
zostaty dopuszczone wylgcznie osoby przez niego upowaznione (art. 37 ODO).
Skutkiem udzielenia upowaznienia jest powstanie po stronie osoby upowaznio-
nej obowigzku zachowania w tajemnicy przetwarzanych danych osobowych oraz
sposobow ich zabezpieczenia (art. 39 ust. 2 ODO)*. Do kregu 0s6b dopuszczo-
nych przez adwokata do przetwarzania danych nalezy zaliczy¢ aplikantow oraz
osoby zatrudnione przez niego (na podstawie umowy o prace albo umowy cy-
wilnoprawnej, np. sekretarki)®. Chodzi tutaj o wtasnych aplikantow (zatrudnio-

publiczna, np. z internetem (§ 6 ust. 4 Rozplnf). Por. § 19 ust. 51 6 KEA oraz § 5 ust. 41 § 7 ust.
5-9 RegWZA.

7 Podmiot przetwarzajacy dane w chmurze moze tatwo straci¢ nad nimi kontrolg. Czgsto nie
wiadomo, gdzie dane sg przechowywane (serwer uslugodawcy moze znajdowac si¢ w kazdym
miejscu na $wiecie), kto ma do nich dostep, czy dane te nie zostaty przekazane innemu podmiotowi
itp. Z tych wzgledow przetwarzanie przez adwokatow danych osobowych objetych tajemnica
zawodowa w tzw. chmurze budzi powazne watpliwosci. Zob. na ten temat szerzej: R. Ciesielski,
Dane w chmurze — szanse i zagrozenia dla prawnikow, ,,Radca Prawny” 2012, nr 131, s. 36-37;
G. Lesniak, Polskie kancelarie niepredko trafig w chmury, ,,Radca Prawny” 2013, nr 133, s. 40-41;
T. Banys, J. Luczak, op. cit., s. 169-173. Zob. tez: CCBE guidelines on the use of cloud computing
services by lawyers, www.ccbe.eu/fileadmin/user upload/NTCdocument/07092012 EN CCBE _
guil 1347539443 .pdf [dostgp: 13.10.2017]; Opinia 5/2012 w sprawie przetwarzania danych
w chmurze obliczeniowej przyjeta w dniu 1 lipca 2012 r. przez Grup¢ Robocza Artykutu 29 ds.
Ochrony Danych, www.giodo.gov.pl/plik/id p/2817/j/pl [dostep: 13.10.2017].

58 Zob. K. Gojska, Bezpieczehistwo skrzynki e-pocztowej, ,,Radca Prawny” 2013, nr 133, s. 42.
Por. § 19 ust. 6 KEA. Podkresli¢ nalezy, ze korzystanie przez adwokatow z bezpiecznych z punk-
tu widzenia przepisow o ochronie danych osobowych skrzynek poczty elektronicznej nie elimi-
nuje zagrozenia, gdy klienci korzystaja z ,,niebezpiecznych” skrzynek darmowych. Jakim$ roz-
wigzaniem mogloby by¢ szyfrowanie przesytanych pomiedzy adwokatem a klientem wiadomosci
e-mail. W praktyce jednak wigkszo$¢ klientow mogtaby nie umie¢ odczyta¢ wiadomosci od adwo-
kata, a takze zaszyfrowa¢ wiadomosci przesytanej do adwokata. Na marginesie trzeba zauwazy¢, ze
zgodnie z pkt XIII zatacznika do RozplInf (czgs¢ C) administrator danych stosuje $rodki kryptogra-
ficznej ochrony wobec danych wykorzystywanych do uwierzytelnienia, ktore sa przesytane w sie-
ci publicznej. Rozplnf naktada wigc obowiazek szyfrowania jedynie logowania do skrzynki e-mail,
nie zobowigzuje natomiast do szyfrowania tresci wiadomosci.

%9 Na temat obowigzku zachowania w tajemnicy informacji objetych tajemnica adwokacka zob.
§ 19 ust. 4 KEA.

0 Wskaza¢ trzeba, ze pracodawca ma obowiazek uzyskaé przed dopuszczeniem pracownika do
pracy jego pisemne potwierdzenie zapoznania si¢ z zakresem informacji objetych tajemnicg okre-
slong w obowigzujacych ustawach dla umowionego z pracownikiem rodzaju pracy. Zob. § 3 rozpo-
rzadzenia Ministra Pracy i Polityki Socjalnej z dnia 28 maja 1996 r. w sprawie zakresu prowadze-
nia przez pracodawcoéw dokumentacji w sprawach zwigzanych ze stosunkiem pracy oraz sposobu
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nych lub nie), a takze o aplikantéw innych adwokatow, ktorzy zostali upowaz-
nieni przez adwokata do zastgpowania go w sprawie. Wydaje si¢, ze adwokata
lub radce prawnego, ktéremu adwokat (administrator danych) udzielit substytucji
1w zwigzku z tym przekazat okreslone dane osobowe klienta i 0sob trzecich, na-
lezy traktowac jako odbiorce danych, ktory przez udostgpnienie mu tych danych
stal si¢ ich administratorem®'. Podkre$li¢ trzeba, ze administrator danych pono-
si odpowiedzialno$¢ administracyjng za naruszenie przepisow o ochronie danych
osobowych przez osoby upowaznione przez niego do przetwarzania danych®.
Administrator danych prowadzi pisemna ewidencj¢® 0sob upowaznionych do ich
przetwarzania, ktora powinna zawiera¢ imie¢ i nazwisko osoby upowaznionej, datg
nadania i ustania oraz zakres upowaznienia do przetwarzania danych osobowych,
a takze identyfikator, jezeli dane sa przetwarzane w systemie informatycznym
(art. 39 ODO).

Podkresli¢ nalezy, ze administrator danych jest obowigzany zapewni¢ kontro-
le nad tym, jakie dane osobowe, kiedy i przez kogo zostaty do zbioru wprowadzo-
ne oraz komu sa przekazywane (art. 38 ODO). Adwokat powinien wiec kontrolo-
wac¢ dostep do akt prowadzonych przez siebie spraw chociazby przez wpisywa-
nie wskazanych w art. 38 ODO informacji w repertorium albo na oktadce akt®.

Administrator danych nie musi sam wykonywac¢ obowigzkow zwigzanych
z zabezpieczeniem danych. Zgodnie z art. 36a ust. 1 ODO moze on powota¢ ad-
ministratora bezpieczenstwa informacji (ABI)®. Do zadan ABI nalezy zapewnia-
nie przestrzegania przepisow o ochronie danych osobowych oraz prowadzenie

prowadzenia akt osobowych pracownika (Dz.U. z 1996 ., nr 62, poz. 286 z p6zn. zm.). Chodzi wigc
takze o zapoznanie si¢ z zakresem przetwarzanych danych osobowych, ktore pracownik ma zacho-
waé w tajemnicy.

o1 Substytut, czyli dalszy petnomocnik, tak samo jak petnomocnik gtéwny decyduje o celach
i $rodkach przetwarzania danych osobowych. Uzna¢ trzeba, ze w omawianej sytuacji mamy do czy-
nienia z dwoma administratorami danych osobowych, na ktérych ciazg wskazane w ODO obowigz-
ki. Uwagi tej nie mozna odnie$¢ do upowaznienia dla aplikanta adwokackiego, gdyz aplikant dziata
w imieniu adwokata i to adwokat decyduje o tym, w jakich celach i jakimi $rodkami sa przetwarza-
ne dane osobowe. Por. uchwata SN z dnia 28 czerwca 2006 r., III CZP 27/06, ,,Orzecznictwo Sadu
Najwyzszego Izba Cywilna” 2007, nr 3, poz. 42.

62 Zob. wyrok NSA z dnia 4 kwietnia 2003 r., IT SA 2935/02, ,,Palestra” 2004, nr 7-8, s. 251.
Sad podkreslil, ze administrator nie moze ekskulpowac si¢ tym, ze dotozyt szczegdlnej starannosci
w celu ochrony danych.

63 Zob. A. Drozd, Ustawa o ochronie danych osobowych..., s. 267. Odmiennie: L. Kepa, op. cit.,
s. 279; T. Banys, J. Luczak, op. cit., s. 192, ktérzy dopuszczaja prowadzenie ewidencji w formie
elektroniczne;j.

% W odniesieniu do danych przetwarzanych w systemie informatycznym problematyka ta
zostata uregulowana w § 7 RozpInf. Zob. tez: § 7 ust. 6 i 7 RegWZA. Zgodnie z § 7 ust. 4 RegWZA
adwokat powinien kontrolowa¢ dostep pracownikow kancelarii do informacji poufnych. Adwokat
powinien dopusci¢ do informacji poufnych wyltacznie osoby zajmujace si¢ prowadzeniem sprawy
klienta, z ktéra zwigzana jest informacja poufna.

W przypadku niepowotania ABI jego zadania wykonuje administrator danych (art. 36b ODO).
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rejestru zbioréw danych przetwarzanych przez administratora danych, zawiera-
jacego nazwe zbioru oraz informacje, o ktorych mowa w art. 41 ust. 1 pkt 2—4a
17 ODO (art. 36a ust. 2 ODO). Administrator danych jest obowigzany zgtosi¢ do
rejestracji Generalnemu Inspektorowi powotanie i odwotanie administratora bez-
pieczenstwa informacji w terminie 30 dni od dnia jego powotania lub odwotania
(art. 46b ust. 1 ODO). Administrator danych, ktory powotat ABI i zgtosit go GIO-
DO do rejestracji, nie podlega obowiazkowi rejestracji zbiorow danych osobo-
wych, z wyjatkiem zbiorow zawierajacych dane wrazliwe (art. 43 ust. 1a ODO).
Wydaje si¢, ze w kancelariach indywidualnych i matych spotkach czy zespotach
adwokackich powotanie ABI nie bedzie potrzebne. Inaczej sprawa moze wygla-
da¢ w duzych jednostkach organizacyjnych, w ktérych przetwarza si¢ dane wie-
lu klientow, pracownikow i innych osob. Biorac pod uwage fakt, iz administra-
torem danych klientow i innych os6b zwigzanych ze sprawg jest adwokat maja-
cy umocowanie od klienta, natomiast administratorem danych pracownikow jest
spotka lub zespot, zasadne jest powolanie ABI, ktory bedzie zajmowat sie bezpie-
czenstwem wszystkich tych danych, dzialajac na rzecz wszystkich administrato-
réw danych®’.

KONTROLA GIODO

Zgodnie z art. 12 ODO do zadan GIODO nalezy w szczegdlnosci kontro-
la zgodnosci przetwarzania danych z przepisami o ochronie danych osobowych
oraz wydawanie decyzji administracyjnych i rozpatrywanie skarg w sprawach
wykonania przepiséw o ochronie danych osobowych. W celu wykonania zadan,
o ktorych mowa, GIODO, jego zastepca, a takze upowaznieni przez niego pra-
cownicy jego Biura maja prawo: 1) wstepu, w godzinach od 6 do 22%, za okaza-
niem imiennego upowaznienia i legitymacji stuzbowej, do pomieszczenia, w kto-
rym zlokalizowany jest zbior danych oraz pomieszczenia, w ktorym przetwarzane
sa dane poza zbiorem danych i przeprowadzenia niezbednych badan lub innych
czynnosci kontrolnych w celu oceny zgodnosci przetwarzania danych z ustawa,
2) zada¢ ztozenia pisemnych lub ustnych wyjasnien oraz wzywac i przestuchi-
waé osoby w zakresie niezbednym do ustalenia stanu faktycznego, 3) wgladu
do wszelkich dokumentoéw i wszelkich danych majacych bezposredni zwigzek
z przedmiotem kontroli oraz sporzadzania ich kopii, 4) przeprowadzania oglgdzin
urzadzen, no$nikéw oraz systemow informatycznych stuzacych do przetwarzania
danych, 5) zleca¢ sporzadzanie ekspertyz i opinii (art. 14 ODO). Zgodnie z art. 15

6 Z wyjatkiem zbioréw, ktorych administrator nie ma obowiazku zgtosi¢ do rejestracji.
7 Mozliwos¢ wykonywania obowiazkow ABI na rzecz wigcej niz jednego administratora
dopuszczaja P. Barta i P. Litwinski (op. cit., s. 357).
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ust. 1 ODO kierownik kontrolowanej jednostki organizacyjnej oraz kontrolowana
osoba fizyczna bedaca administratorem danych osobowych sa obowigzani umoz-
liwi¢ inspektorowi przeprowadzenie kontroli, a w szczegolnosci umozliwic prze-
prowadzenie czynnos$ci oraz speti¢ zadania, o ktorych mowa w art. 14 pkt 1-4.

Powstaje pytanie: czy adwokat bedzie podlegat kontroli GIODO? Odpowiedz
nie moze by¢ kategoryczna. Jesli chodzi o uprawnienia kontrolne, ktorych re-
alizacja doprowadzitaby do ujawnienia tajemnicy zawodowej, odpowiedZ brzmi
— nie, a to ze wzgledu na szczegolny przepis art. 6 POA®. Inspektor nie bedzie
mial np. wgladu do akt sprawy czy zgromadzonych na komputerze pism proce-
sowych i notatek. W tym zakresie adwokat-administrator danych bedzie zwolnio-
ny od obowigzkow, o ktorych mowa w art. 15 ust. 1 ODO. Natomiast wszedzie
tam, gdzie kontrola nie doprowadzi do ujawnienia informacji objetych tajemnica
adwokacka, bedzie ona dopuszczalna. Chodzi¢ tu moze o dane osobowe nieobje-
te tajemnica, tzn. dane osob zatrudnionych, dane aplikantéw, dane innych adwo-
katow, dane 0sob zapisanych do newslettera itp. GIODO moze roéwniez kontro-
lowa¢ zgodnos¢ przetwarzania danych osobowych z przepisami o ochronie tych
danych w aspekcie ich zabezpieczenia (prowadzenie odpowiedniej dokumenta-
cji, spelnienie warunkéw przewidzianych w Rozplnf, odpowiednie fizyczne za-
bezpieczenie danych itd.). W tym zakresie adwokaci podlegaja ODO tak, jak inni
administratorzy danych.

ODPOWIEDZIALNOSC ZA NARUSZENIE ODO®

Na koniec zasygnalizowaé trzeba, jak wyglada odpowiedzialno§¢ adwoka-
ta za naruszenie przepisow ODO. Po pierwsze, moze to by¢ odpowiedzialnosc¢
administracyjna, ktora sprowadza si¢ do nakazania przez GIODO przywrodce-
nia stanu zgodnego z prawem (art. 18 ODO). Po drugie, odpowiedzialno$¢ kar-
na na podstawie art. 49 i art. 51-54a ODO lub na podstawie art. 266 § 1 Kodeksu
karnego™. Po trzecie, odpowiedzialno$¢ cywilna z tytutu naruszenia (zagroze-

8 Zob. M. Swora, op. cit., s. 85-86; A. Redelbach, op. cit., s. 176-177.

6 Zob. na ten temat szerzej: T. Banys, J. Luczak, op. cit., s. 223-272; A. Drozd, Zabezpieczenie
danych..., s. 91-103; L. Kepa, op. cit., s. 309-320.

W odniesieniu do danych osobowych objetych tajemnicg adwokacka mozliwy jest zbieg art.
266 § 1 Kodeksu karnego z art. 51 § 1 ODO. W. Kulesza (Ochrona danych osobowych a nowa kody-
fikacja prawa karnego w Polsce, [w:] Ochrona danych osobowych, red. M. Wyrzykowski, Warsza-
wa 1999, s. 94, podaje za: A. Herzog, Glosa do postanowienia Sqdu Najwyzszego z dnia 21 listo-
pada 2007 r, sygn. IV KK 376/07, ,,Prokuratura i Prawo” 2008, nr 11, s. 167) wskazuje, iz zbieg
ten jest kumulatywny. Tak tez: J. Barta, P. Fajgielski, R. Markiewicz, op. cit., s. 699. Wydaje si¢,
ze w omawianej sytuacji mamy do czynienia z rzeczywistym zbiegiem przepiséw. Do rozwazenia
pozostaje jednak mozliwos¢ wylaczenia w konkretnym przypadku wielosci ocen prawnych (a wigc
kwalifikacji kumulatywnej) na podstawie zasady konsumpcji. Kwestia istnienia omawianego zbiegu
nie jest jednak w praktyce bardzo istotna, gdyz oba przepisy przewiduja jednakowa sankcje.
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nia) dobr osobistych osoby, ktorej dane dotycza (art. 23 i 24 Kodeksu cywil-
nego) albo z tytulu wyrzadzenia szkody czynem niedozwolonym (art. 415 i n.
Kodeksu cywilnego) Iub przez niewykonanie (nienalezyte wykonanie) zobowia-
zania (art. 471 Kodeksu cywilnego). I po czwarte, adwokat moze ponie$¢ odpo-
wiedzialnos$¢ dyscyplinarng za niedochowanie tajemnicy adwokackiej lub niepra-
widlowe zabezpieczenie informacji objetych ta tajemnica (art. 80 POA). Poszcze-
g6lne rodzaje odpowiedzialnosci moga oczywiscie na siebie nachodzi¢ 1 wigzac
si¢ z r6znego rodzaju konsekwencjami dla adwokata (jak koniecznos¢ dostosowa-
nia si¢ do decyzji GIODO, skazanie, obowigzek zaptaty odszkodowania lub za-
dos$cuczynienia, obowigzek zaniechania naruszania dobr osobistych lub usuni¢cia
skutkéw naruszenia, kara dyscyplinarna, w tym najsurowsza z kar, a mianowicie
wydalenie z adwokatury).

PODSUMOWANIE

Analiza stanu prawnego dokonana w niniejszym artykule prowadzi do wnio-
sku, ze przepisy dotyczace ochrony danych osobowych moga budzi¢ watpliwosci
w kontekscie stosowania ich przez adwokatow. Z powyzszych wywoddw wynika,
ze ustalenie statusu adwokata na gruncie ODO jest nieraz bardzo trudne i wyma-
ga doktadnej analizy stanu faktycznego w zestawieniu z regulacjami ustawy. Pro-
blem w tym, ze adwokat nie powinien mie¢ watpliwosci co do tego, w jakiej roli
wystepuje, przetwarzajac dane osobowe. Jesli blednie uzna, Ze nie jest administra-
torem okreslonych danych osobowych i nie dochowa cigzacych na nim obowigz-
koéw, moze spotkac si¢ z odpowiedzialnoscig za naruszenie przepisow o ochronie
danych osobowych. Z drugiej strony ustawa nie moze by¢ zbytnio kazuistyczna
1 odnosic¢ si¢ odrebnie do kazdej z grup zawodowych. Biorac pod uwagg, ze adwo-
kaci to osoby profesjonalnie $wiadczace pomoc prawna, wydaje si¢, ze w zakresie
przepisow dotyczacych statusu konkretnego podmiotu na gruncie ODO zmiany
legislacyjne nie sg potrzebne. Konieczne jest jednak zainteresowanie adwoka-
tow problematyka ochrony danych osobowych. Pomocne bylyby tu obowigz-
kowe szkolenia organizowane przez samorzad adwokatury. Wazne jest roéwniez
samoksztalcenie (zaznajamianie si¢ z literaturg przedmiotu, decyzjami GIODO
dotyczacymi w szczegolnosci prawnikow itp.). W razie watpliwosci adwokat, za-
chowujac zawodowa ostroznos$¢, powinien uznaé, ze jest administratorem prze-
twarzanych danych osobowych i wypetnia¢ wszystkie natozone przez przepisy
obowigzki.

Inaczej sprawa wyglada, jesli chodzi o problematyke tajemnicy adwokac-
kiej w kontekscie ochrony danych osobowych i kontroli w tym zakresie przepro-
wadzanej przez GIODO. Tutaj interwencja prawodawcy wydaje si¢ konieczna.



Pobrane z czasopisma Studia luridica Lublinensia http://studiaiuridica.umcs.pl
Data: 07/01/2026 01:23:38

Ochrona danych osobowych przetwarzanych przez adwokatow 107

O ile obecnie konflikt migdzy uprawnieniami inspektorow GIODO do wgladu do
wszelkich dokumentéw zwigzanych z przetwarzaniem danych osobowych przez
adwokatow a obowigzkiem tychze do zachowania w tajemnicy wszystkiego,
o czym dowiedzieli sig, udzielajac pomocy prawnej, moze by¢ rozwigzany przez
zastosowanie zasady, ze przepis szczeg6lny (art. 6 POA) uchyla zastosowanie
przepisu ogdlnego (art. 14 1 15 ODO), o tyle sytuacja moze by¢ zgota odmienna
w zwiazku z wejsciem w zycie rozporzadzenia Parlamentu Europejskiego i Rady
(UE) z dnia 27 kwietnia 2016 r. w sprawie ochrony osob fizycznych w zwigzku
z przetwarzaniem danych osobowych i w sprawie swobodnego przeptywu takich
danych oraz uchylenia dyrektywy 95/46/WE (ogblne rozporzadzenie o ochronie
danych)’!. Rozporzadzenie to weszto w zycie 24 maja 2016 r., a bedzie miato za-
stosowanie od dnia 25 maja 2018 r. Ma ono ogromne znaczenie, poniewaz w razie
kolizji z prawem krajowym przystuguje mu pierwszenstwo w stosowaniu. Motyw
164 rozporzadzenia stanowi, ze:

W odniesieniu do uprawnien organéw nadzorczych do uzyskania od administratora lub pod-
miotu przetwarzajacego dostepu do danych osobowych oraz do pomieszczen, panstwa cztonkow-
skie moga — w granicach niniejszego rozporzadzenia — przyjac przepisy szczegotowe majace chronié
obowiazek zachowania tajemnicy zawodowej lub innej rownowaznej tajemnicy, o ile jest to nie-
zbedne, by pogodzi¢ prawo do ochrony danych osobowych z obowigzkiem zachowania tajemnicy
zawodowej. Pozostaje to bez uszczerbku dla istniejacych obowigzkéw panstw cztonkowskich, by
tam, gdzie tego wymaga prawo Unii, przyjac przepisy o tajemnicy zawodowe;j.

Z motywu tego wynika art. 90 ust. 1 rozporzadzenia, zgodnie z ktérym pan-
stwa cztonkowskie moga przyjac przepisy szczegolne, okres$lajace uprawnienia or-
gandw nadzorczych ustanowione w art. 58 ust. 1 lit. e) i f) (uzyskiwanie od admi-
nistratora i podmiotu przetwarzajacego dostepu do wszelkich danych osobowych
1 wszelkich informacji niezb¢dnych organowi nadzorczemu do realizacji swoich
zadan oraz uzyskiwanie dostepu do wszystkich pomieszczen administratora i pod-
miotu przetwarzajacego, w tym do sprzgtu i srodkow stuzacych do przetwarza-
nia danych, zgodnie z procedurami okreslonymi w prawie unijnym lub w prawie
panstwa czlonkowskiego), wobec administratoréw lub podmiotéw przetwarzaja-
cych, ktorzy podlegajg — na mocy prawa Unii lub prawa panstwa cztonkowskiego
lub przepisow ustanowionych przez wilasciwe organy krajowe — obowigzkowi
zachowania tajemnicy zawodowej lub innym réwnowaznym obowigzkom za-
chowania tajemnicy, jezeli jest to niezbedne i proporcjonalne w celu pogodze-
nia prawa do ochrony danych osobowych z obowiazkiem zachowania tajemnicy.
Przepisy te maja zastosowanie wytacznie do danych osobowych, ktore admini-
strator lub podmiot przetwarzajacy otrzymali lub pozyskali w wyniku lub w ra-
mach dziatania obje¢tego tym obowigzkiem zachowania tajemnicy. Zgodnie z art.

"Dz.Urz. UEL 119 z 4 maja 2016 ., s. 1-88.
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90 ust. 2 rozporzadzenia do dnia 25 maja 2018 r. kazde panstwo cztonkowskie za-
wiadamia Komisje¢ o swoich przepisach uchwalonych na mocy ust. 1, a nastepnie
niezwlocznie o kazdej dotyczacej ich pdzniejszej zmianie.

W zwigzku z wejsciem w zycie wskazanego rozporzadzenia konieczne
z punktu widzenia ochrony tajemnicy adwokackiej staje si¢ uchwalenie 1 noty-
fikowanie Komisji przepisow, ktore beda wyraznie regulowaly uprawnienia kon-
trolne GIODO w stosunku do informacji objetych ta tajemnica. Ta wyrazna regu-
lacja powinna przybra¢ albo posta¢ bezwzglednego zakazu dostepu do informacji
objetych tajemnica adwokacka, albo zakazu wzglednego, podobnego do przepi-
sow Kodeksu postepowania karnego odnoszacych si¢ do zwolnienia z zachowa-
nia przez adwokata tajemnicy zawodowej””. W innym wypadku, wraz z rozpo-
czegciem stosowania rozporzadzenia, adwokaci zostang ,,postawieni pod §ciang”:
beda musieli albo udostepni¢ GIODO dane objete tajemnica adwokacka, naraza-
jac si¢ na odpowiedzialno$¢ dyscyplinarng i karng z art. 266 § 1 Kodeksu karne-
g0, albo odmowi¢ udostepnienia tych danych, narazajac si¢ na odpowiedzialno$¢
administracyjng i karng z art. 54a ODO.
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SUMMARY

The article is devoted to the problem of processing personal data by advocates. Much
of the discussion is devoted to establishing the status of a advocate in the light of the Personal
Data Protection Act of 29 August 1997. The author tries to distinguish when the advocate acts
as a controller of personal data and when as their processor to whom that task has been assigned
by the controller according to Art. 31 of the above mentioned act. The criteria for making data
processing legitimate as well as the duties of an advocate connected with such data processing are
also discussed. The author also stresses the consequences of the obligation to keep professional
secrets from the point of view of the Personal Data Protection Act and from the point of view of
control by the Inspector General for the Protection of Personal Data. In conclusion, the author points
to the fact that the regulations referring to the protection of personal data are not adapted to the
conditions in which advocates are working which, in turn, causes difficulties in complying with the
obligations established by these regulations.

Keywords: protection of personal data; processing of personal data; data controller; professional
secrecy
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